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IV. Abbreviations

ACM

Association for Computer Machinery

AES

Advanced Encryption Standard

CACM

Communications of the ACM

Crypto

Crypto Conference, sponsored by the IACR.

CSEE

Computer Science and Electrical Engineering

DSA

Digital Signature Algorithm

FOCS

Foundations of Computer Science

FSE

Fast Software Encryption

IACR

International Association for Cryptologic Research

IEEE

Institute of Electrical and Electronic Engineers

IEFT

Internet Engineering Task Force

IJIS

International Journal of Information Security

LNCS

Lecture Notes in Computer Science, published by Springer-Verlag

NAI

Network Associates, Inc.

NIST

National Institute for Standards and Technology

SAC

Annual Workshop on Selected Areas in Cryptography

SIAM

Society of Industrial and Applied Mathematics

STOC

Symposium on Theory of Computing

TSE

Transactions on Software Engineering

UMBC

University of Maryland, Baltimore County

USENIX
Advanced Computing Systems Association.  Sponsors the USENIX Security

Symposium.


